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Privacy Notice
TRANSFORM South Africa and Zambia Programme
We know that you care about your personal data and how it is used, and we want you to trust that Unilever uses your personal data carefully. The aim of this notice is to provide you with information on what personal data we may process, why we process your personal data and what privacy principles we abide by, as well as informing you of the rights you may be entitled to exercise in relation to your personal data. The information on this notice relates to any data processing activities in connection with the TRANSFORM South Africa and Zambia Programme ​for which a Unilever United Kingdom Central Resources (UKCR) is the data controller.
Please find more detailed information about how we process your personal data in the relevant Privacy Notice.

Why do we proce​​​ss your data?
We collect, process, and disclose your personal data only for specific and limited purposes. In this case, we will collect and process your data to 
Process your application to TRANSFORM and provide grant funding to the selected enterprises.
Manage all necessary communications and deal with your enquiries and requests.
Conduct analysis on diversity and inclusion of applicants and selected enterprises.
What categories of data do we process? 
	Personal data

	Full name

	Contact details (email address)

	Job title

	Business location 

	Gender 

	Nationality

	Social Media Account



How do we collect your persona​​l data?
Your personal data is collected through an application form that will be sent via the email address transform.global@unilever.com to enterprises supported with grant funding and/or technical assistance by TRANSFORM. The application form will be populated by the enterprise and sent back via email to the same email address.
Lawfulness of data processing​
Unilever processes your personal data lawfully. Legal grounds on which we may base our processing activities depending on jurisdiction may include:
Performance of a contract
The processing is necessary to allow you to take part in this programme, to process your application and (if you are selected) deliver a service (grant funding).
Data ​​Retention
In principle we do not hold your personal data for longer than is required for the original purpose it was collected, unless those purpose​​​s are compatible with the original purpose, or we are under a legal obligation to retain it for longer. 
Your personal data will not be held for longer than is needed. 
Who will receive my ​data?
· Your personal data will be shared with:
· Unilever colleagues in South Africa and Zambia or other technical experts across our business.
· the UK’s Foreign, Commonwealth and Development Office (FCDO), EY our partners in the TRANSFORM joint initiative.
· The South African Technology Innovation Agency who are helping TRANSFORM to review applications against our criteria and to see if these organisations can provide further financial or non-financial support to you.
· One external reviewer - a subject matter expert, as part of the final stage in the application process. 
· Other third-parties service providers that perform functions on our behalf, such as companies that: host or operate Unilever’s websites, process payments, analyse data, provide customer service, postal or delivery services, and sponsors or other third-parties that participate in or administer our promotions. They have access to personal data needed to perform their functions but may not use it for other purposes. Further, they must process this personal data in accordance with this Privacy Notice and as permitted by applicable data protection laws and regulations.
· We may transfer personal data internationally. If we do transfer personal data abroad, Unilever will make sure that the personal data is protected with a similar level of protection as required by law in its country of origin. If we do transfer personal data to outside of the EEA, Unilever will make sure that it is protected in the same way as if it was being used in the EEA. We’ll use one of the following safeguards:
· Transfer to a non-EEA country whose privacy legislation ensures an adequate level of protection of personal data to the EEA country;
· Put in place a contract with the third-party that means they must protect personal data to the same standards as the EEA; or
· Transfer personal data to organisations that are part of specific agreements on cross-border data transfers with the EEA; or
· Transfer personal data to organisations that have adopted other appropriate safeguards, such as e.g. binding corporate rules, an approved code of conduct or an approved certification mechanism. 

Security of your data
​Unilever puts security controls are in place to protect against unauthorized and unlawful processing and against accidental loss or destruction of, or damage to, personal d​ata. This includes both technical controls (e.g., access control lists, network authentication, password protected) and organizational controls (e.g., training and awareness). 
Contact Us
If you have any questions or concerns about Unilever’s privacy practices or data processing as part of the Scale Programme or if you would like to make a complaint regarding the Scale Programme, please do so by sending an email to transform.global@unilever.com.
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